**Политика в отношении обработки персональных данных**

**Сфера распространения настоящего положения:**

В отношении персональных данных, обрабатываемых ООО КЭС «Коралл».

**Цель обработки персональных данных:**

- установление медицинкого диагноза,

- предоставление стоматологических услуг населению,

- реализация гражданами РФ, закрепленных за ними Конституцией РФ прав на обращение в медицинские организации в установленном порядке,

- обеспечение законов и иных форм нормативно-правовых актов в отношении работников, для соблюдения действующего трудового законодательства,

- содействие работникам в трудоустройстве, обучении и продвижении работников по должностной службе,

- контроль количества и качества выполняемой сотрудниками ООО Коралл работы,

- соблюдение основных государственных гарантий по оплате труда, ъ

- финансовый контроль,

- медико-профилактические цели.

**Категории субъектов, персональные данные которых обрабатываются в учреждении**

*Лица, обратившиеся в ООО Коралл для оказания медицинских услуг*

Категории обрабатываемых персональных данных этой категории субъектов:

* + фамилия, имя, отчество,
  + дата рождения (число, месяц, год),
  + пол,
  + адрес,
  + номер телефона,
  + адрес электронной почты,
  + место работы,
  + паспортные данные,
  + ИНН,
  + рентгеновские снимки,
  + индивидуальные слепки зубов,
  + фотографии, необходимые для планирования и осуществления лечения (протезирования).
  + состояние здоровья,

*Работники (в рамках трудовых отношений)*

Категории обрабатываемых персональных данных этой категории субъектов:

- фамилия, имя, отчество (в том числе предыдущие),

- дата рождения, месяц рождения, год рождения,

- место рождения,

- пол,

- адрес,

- семейное положение,

- социальное положение,

- образование,

- профессия,

- знание иностранных языков,

- доходы,

- состояние здоровья,

- паспортные данные,

- отношение к воинской обязанности,

- данные военного билета,

- данные трудового договора,

-данные документов о профессиональной аттестации, переподготовке, стажировке,

- повышения квалификации,

- данные о составе членов семьи, с

- ведения о социальных льготах,

- пенсионном обеспечении и страховании,

- данные медицинского заключения,

- стаж работы и другие сведения трудовой книжки и вкладыша к ней,

- данные об: отпусках, командировках, данные больничного листа,

- должность, квалификация,

- сведения о заработной плате,

- номер расчетного счета в банке,

- фотографии (для личного дела)

- номер телефона,

- данные ИНН, СНИЛС

**Правовое основание для обработки персональных данных**:

Федеральный закон от 27 июля 2006 г. № 152ФЗ «О персональных данных»; Федеральный закон от 24 июля 1998 г. № 125ФЗ «Об обязательном социальном страховании от несчастных случаев на производстве и профессиональных заболеваний»; Федеральный закон от 21 ноября 2011 г. N 323ФЗ «Об основах охраны здоровья граждан в Российской Федерации»; согласие работников на обработку персональных данных; заключенные договоры с контрагентами.

**Перечень действий с персональными данными**

Сбор, запись, систематизация, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передача (предоставление, доступ) в рамках трехстороннего договора, по запросу суда, на основании нормативно правовых документов, обезличивание, блокирование, удаление, уничтожение.

В ООО Коралл производится смешанная обработка персональных данных (автоматизированная и неавтоматизирванная), с передачей по внутренней сети ООО Коралл, с передачей в сети Интернет.

**Для обеспечения безопасности персональных данных принимаются следующие меры:**

- разработано Положение об обработке персональных данных в ООО Коралл,

- работники ООО Коралл, непосредственно осуществляющие обработку персональных данных ознакомлены с положениями законодательства Российской Федерации о персональных данных, требованиями к защите персональных данных.

Трансграничная передача персональных данных в ООО Коралл отсутствует.

**Сведения об обеспечении безопасности персональных данных:**

- при неавтоматизированной обработке персональных данных исключен несанкционированный к ним доступ, определен перечень лиц, осуществляющих обработку персональных данных, определены места хранения персональных данных (хранение документов-носителей персональных данных в сейфах).

- при автоматизированной обработке персональных данных, защита персональных данных обеспечивается путем установки паролей доступа на ПЭВМ, на которых осуществляется обработка персональных данных, а также при в ходе в программы 1С-Бухгалтерия, стоматологическую программу «Дент», предотвращение внедрения в информационные системы вредоносных программ (программ-вирусов) и программных закладок (антивирусный пакет). Также опеределен перечень лиц, осуществляющих обработку персональных данных.

Помещение, в котором размещены информационные системы и носители персональных данных, оборудовано необходимыми средствами защиты от неконтролируемого проникновения и пребывания в нем посторонних лиц.

**Право субъекта персональных данных на доступ к его персональным данным**

I. Субъект персональных данных имеет право на получение следующих сведений:

1. подтверждение факта обработки персональных данных оператором;
2. правовые основания и цели обработки персональных данных;
3. цели и применяемые оператором способы обработки персональных данных;
4. наименование и место нахождения оператора, сведения о лицах (за исключением работников оператора), которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании договора с оператором или на основании федерального закона;
5. обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законом;
6. сроки обработки персональных данных, в том числе сроки их хранения;
7. порядок осуществления субъектом персональных данных прав, предусмотренных настоящим Федеральным законом;
8. наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению оператора, если обработка поручена или будет поручена такому лицу;
9. иные сведения, предусмотренные настоящим Федеральным законом или другими федеральными законами.

Субъект персональных данных вправе требовать от оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

II. Указанные в пункте 1 сведения должны быть предоставлены субъекту персональных данных оператором в доступной форме, и в них не должны содержаться персональные данные, относящиеся к другим субъектам персональных данных, за исключением случаев, если имеются законные основания для раскрытия таких персональных данных.

III. Указанные в пункте 1 сведения предоставляются субъекту персональных данных или его представителю оператором при обращении либо при получении запроса субъекта персональных данных или его представителя. Запрос должен содержать номер основного документа, удостоверяющего личность субъекта персональных данных или его представителя, сведения о дате выдачи указанного документа и выдавшем его органе, сведения, подтверждающие участие субъекта персональных данных в отношениях с оператором (номер договора, дата заключения договора, условное словесное обозначение и (или) иные сведения), либо сведения, иным образом подтверждающие факт обработки персональных данных оператором, подпись субъекта персональных данных или его представителя. Запрос может быть направлен в форме электронного документа и подписан электронной подписью в соответствии с законодательством Российской Федерации.

IV. В случае, если сведения, а также обрабатываемые персональные данные были предоставлены для ознакомления субъекту персональных данных по его запросу, субъект персональных данных вправе обратиться повторно к оператору или направить ему повторный запрос в целях получения сведений и ознакомления с такими персональными данными не ранее чем через тридцать дней после первоначального обращения или направления первоначального запроса, если более короткий срок не установлен федеральным законом, принятым в соответствии с ним нормативным правовым актом или договором, стороной которого либо выгодоприобретателем или поручителем по которому является субъект персональных данных.

V. Субъект персональных данных вправе обратиться повторно к оператору или направить ему повторный запрос в целях получения указанных в п. 1 сведений, а также в целях ознакомления с обрабатываемыми персональными данными до истечения 30 дней, в случае, если такие сведения и (или) обрабатываемые персональные данные не были предоставлены ему для ознакомления в полном объеме по результатам рассмотрения первоначального обращения. Повторный запрос должен содержать обоснование направления повторного запроса.

VI. Оператор вправе отказать субъекту персональных данных в выполнении повторного запроса, не соответствующего условиям, предусмотренным п. 4 и 5. Такой отказ должен быть мотивированным. Обязанность представления доказательств обоснованности отказа в выполнении повторного запроса лежит на операторе.